**OFFRE D’EMPLOI N°1** : **Un ingénieur Cloud**

Fondée en 1990, API est une entreprise de services informatiques Suisse spécialisée dans le conseil et les services informatique. Elle propose à ses clients un grand nombre de service de qualité comme le Conseil aux dirigeants, les Systèmes d'information, l'Infrastructure et la mise à disposition de consultant spécialisés.

Nous recherchons pour le compte de notre client à**Lausanne**, un **Ingénieur Cloud**.

 Votre rôle :

* La conception, le test et la mise en œuvre de solutions d'infrastructure Microsoft Cloud et sur site.
* La migration vers les solutions Microsoft 365 (Exchange Online, Azure AD, Teams, Sharepoint Online)
* L'automatisation du déploiement des clients Windows avec Microsoft SCCM / Intune / Autopilot (Endpoint Configuration Manager)
* La mise en œuvre des normes de gouvernance et des meilleures pratiques en matière de cloud computing.

 Votre expérience :

* Microsoft 365/ Windows Server 2019/ Azure AD / Endpoint Configuration Manager
* Veeam Backup and Replication
* VMWare Essentials /Hyper V
* Solutions pare-feu Sophos/Fortinet ou similaire

 Votre profil:

* Formation HES, ou autre discipline pertinente.
* Vous possédez au moins 3 ans d'expérience technique pertinente, ou une combinaison de formation et d'expérience comparable.
* Vous avez la volonté d'apprendre de nouvelles pratiques et d'enseigner aux autres.
* Vous appréciez la collaboration avec des ingénieurs système expérimentés.
* Vous devez parler/écrire couramment le français et l'anglais.

Contrat à durée indéterminée

Taux d’activité : 100 %

Salaire : CHF 110 000 / an (francs suisses)

**OFFRE D’EMPLOI N°2** :

**AWS CLOUD INGENIEUR JUNIOR**

**QUI SOMMES NOUS :**

STORM REPLY est une société de services informatique spécialisée sur Amazon Web Services (AWS). Reconnu AWS Premier Consulting Partner, possédant plus de 12 compétences certifiées telles que SaaS, Data & Analytics, DevOps, Industrial Software, IoT, Migration, Oracle, Machine Learning, Security, Managed Services, Retail, Energy STORM REPLY aide d’importantes sociétés en Europe et à travers le monde dans l'accompagnement et l’implémentation de solution vers le Cloud AWS.

Avec plus de 500 certifications AWS, STORM REPLY a créé une expertise forte et reconnue et a mis en place des plans de formation et d’accompagnement à ceux qui sont passionnés par la technologie, l'innovation et ses bénéfices pour nos clients.

Rejoignez un groupe dynamique de 10 000 personnes, en croissance depuis sa création, au sein des équipes AWS pour accompagner nos clients français.

**VOS MISSIONS :**

Après une formation à nos produits, en tant que Consultant Junior AWS, vous serez en charge de la participation à la définition et mise en place des solutions pour nos clients sur les technologies AWS. Vous travaillez en équipe avec les consultants Storm Reply Senior en France et en Europe et collaborez avec le client pour comprendre pleinement ses environnements et objectifs qu'il désire atteindre afin de concevoir et fournir les solutions AWS adaptées à leurs besoins. Vous devrez notamment :

* Participer à la définition des architectures techniques et des composants techniques associés permettant la mise en œuvre des différents services connectés dans des environnements cloud répartis
* Participer à l’implémentation des solutions préconisées avec l'équipe qui vous entoure et Interconnecter les environnements clients au cloud AWS et mettre à profit la plateforme pour améliorer les services rendus

**NOUS PROPOSONS :**

* Une rémunération attractive et motivante.
* Votre formation ne doit jamais s'arrêter ! Nous proposons de nombreuses opportunités de formation et d'apprentissage et des programmes de certification pour l'évolution de votre carrière.
* De nombreuses perspectives sont possibles en France comme à l'étranger
* Nous avons un cœur de start-up. L'innovation est notre ADN et l'expérience notre garantie d'un épanouissement quotidien
* Nous nous déployons dans le monde entier. Nous avons la structure pour que vos idées comptent. Nous sommes partenaires des plus pertinents acteurs technologiques sur 4 continents.
* Un environnement de travail diversifié et dynamique - vous serez entourés de pairs qui partagent votre passion pour la technologie - Vous pourrez vous impliquer dans nos Hackathons, les Code Challenges et les Lab Camps

**VOUS AVEZ :**

* Réussi une Ecole d'ingénieur ou Master en informatique, génie logiciel, informatique et communications ou similaire
* Un intérêt pour le Cloud Computing et avez idéalement une première certification AWS
* Vous avez les capacités à établir une relation avec des clients
* Curieux, dynamique et volontaire vous êtes toujours disposés à suivre des formations certifiantes sur le cloud AWS
* Votre potentiel en langage de programmation sera un véritable atout
* Vous parlez couramment Français et l’Anglais professionnel.

Contrat à durée indéterminée

Taux d’activité : 100 %

Niveau requis : Bac + 5 – jeune diplômé accepté

Rémunération : 49 000 € brut / an en début de carrière

**OFFRE D’EMPLOI N°3** : **Ingénieur Cybersécurité des Systèmes Spatiaux (H/F) CDI TOULOUSE**

**Airbus** - 31300 Toulouse

Airbus Defence & Space recherche un(e) Ingénieur(e) en Cybersécurité passionné(e) qui sera spécialisé(e) en Systèmes Spatiaux et basé(e) à Toulouse (31), France.

Ce poste est une opportunité idéale pour développer votre expertise sur la sécurité des systèmes spatiaux: satellites et segments sols .

**Votre future équipe :**

Vous rejoindrez le département “Product Security” en charge de la sécurité des produits Airbus Defence and Space, il est composé de 20 personnes entre la France, l’Allemagne, l’Espagne et le Royaume-Uni , managées par Mehdi Ayari , Head of Product Security.

Ce département est l’autorité compétente pour garantir la cybersécurité des avions militaires, des satellites, des solutions de communications avancées , ou encore la sécurité de service comme la mise à disposition d’informations à travers des portails sécurisés.

Dans le cadre de ce poste, il est sera majoritairement question de travailler sur la cybersécurité des satellites en collaboration étroite avec Olivier Rossi , Product Security Officer (PSO). L’équipe ayant l’ensemble des produits d’Airbus Defence and Space dans son périmètre, il offre aussi la possibilité d’évoluer sur d’autres domaines que le spatial.

L’équipe Product Security est une équipe expérimentée, tournée vers les challenges sécurité de demain.  
  
**Votre mission, si vous l’acceptez :**

- Réaliser et valider des analyses de risques sur les systèmes spatiaux (bord et sol)  
- Assurer le suivi des risques avec les responsables des systèmes concernés  
- Produire la définition d’architecture et de design sécurisés pour ces systèmes  
- Prendre en charge les aspects cybersécurité lors de jalons de revue de programme  
- Garantir la conformité de nos produits en termes de cybersécurité par rapport aux exigences client ou interne, aux règlementations (homologation de systèmes sensibles)  
- Participer à l’amélioration continue des processus , des outils, des bonnes pratiques mises en œuvre pour la cybersécurité des produits.

Des déplacements professionnels ponctuels de courte durée (quelques jours à une semaine) notamment en Europe, sont à prévoir. De ce fait, vous devez être en mesure de voyager en conséquence.

Ce poste nécessite une habilitation de sécurité ou nécessite d'être éligible à une habilitation par les autorités reconnues.

**Votre carte d’embarquement :**

Titulaire d'un diplôme d’ingénieur ou équivalent, vous avez une expérience d’au moins 5 ans dans l’Ingénierie de la Sécurité des Systèmes Embarqués et de la Sécurité des Systèmes d’Information (SSI) et disposez des compétences et qualités suivantes :

Connaissance et mises en pratique des guides et recommandations de l’ANSSI et des standards internationaux tels que les ISO27K, les NIST-SP800 Maîtrise de la méthode d’analyse de risque EBIOS-RM  
Bonnes connaissances des systèmes de protection classiques tels que des passerelles sécurisées ; des chiffreurs ; l’assurance sécurité ; systèmes de virtualisation ou containers ; durcissement OS/SW ; gestion des vulnérabilités publiques Expérience dans le domaine spatial (télécom ou observation) - non indispensable mais très appréciée. Bonne maîtrise de l'anglais lu, écrit et parlé. Vous appréciez le travail en équipe et le partage de connaissances.  
Vous avez un bon relationnel et savoir être, vous saurez vous entendre avec les parties prenantes des systèmes sur lesquels vous serez amené(e) à collaborer.  
Vous êtes rigoureux(se), avez le sens du détail et le respect des procédures.

**Pourquoi nous rejoindre :**

Vous ne correspondez pas encore à 100% des prérequis du poste ? Grandissez et développez vos compétences au travers de formations, de sessions d'entraînement, ainsi qu’un plan de carrière évolutif adapté à votre profil et la possibilité d'accéder à un large choix d’évolutions professionnelles au sein d'un groupe de plus de 130 000 employés.

Travailler dans un contexte à haute plus-value au sein d’une équipe internationale d’experts sur la sécurisation de solutions conçues sur-mesure en réponse à des besoins de clients exigeants dans les milieux étatique et militaire.

Évoluer dans un environnement équilibré entre vie professionnelle et vie privée : au-delà des nombreux avantages offerts à nos employés, chez Airbus, nous vous aidons à travailler, à vous connecter et à collaborer plus facilement et de manière plus flexible. Partout où cela est possible, nous favorisons la flexibilité dans nos modes de travail afin de stimuler l'esprit d'innovation.

Contrat à durée indéterminée

Taux d’activité : 100 %

Niveau requis : Bac + 5 – jeune diplômé accepté

Rémunération : 43 000 € brut / an en début de carrière

**OFFRE D’EMPLOI N°4** : **Développeur / Développeuse WEB Fullstack (H/F) Remote**

74 - CLUSES -

**ENTREPRISE OPEN TALENT**

La plateforme culturelle

6 à 9 salariés

Contrat à durée indéterminée  
Contrat travail : 37H Horaires normaux

Salaire brut : Mensuel de 2000,00 Euros à 2500,00 Euros sur 12 mois

Principales missions :

- Participer au développement des applications (Back et front) et aux tests.

-Intervenir dans le projet (méthodologie AGILE/Scrum). -Contribuer à la définition des Users Stories.

-Participer à l'analyse des données et à la rédaction des spécifications fonctionnelles et techniques.

-Développer l'intégration continue.

-Participer au déploiement dans une optique Devops.

Compétences techniques requises :

-Développement Backend : Symfony / API Platform / PHP

-Développement Frontend : Vue Js / NuxtJs. -Autres : Docker, SQL (MySQL), GitLab / Gitblab CI

-Facultatif : Phpstorm, Typo3, PhpUnit 2IOpenService, c'est aussi :

-Une entreprise à taille humaine avec des managers à l'écoute.

-Un management social et solidaire où, plus que la mise en avant de l'entreprise elle- même, c'est la mise en avant des hommes et femmes qui la composent qui est privilégiée, et où sont préférés le partage, l'échange et le dialogue aux liens de subordination.

-Au sein de l'équipe DEV vous serez accompagné, conseillé et formé, afin de progresser dans vos compétences.

-Des avantages : primes, mutuelle, chèques cadeaux ...

## Profil souhaité

### Expérience

* Débutant accepté

# OFFRE D’EMPLOI N°5 : Responsable Sécurité informatique F/H- job post

**NEXECUR** - 72190 Coulaines

## Détails du poste

**Type de contrat**

CDI

Taux d’activité : 100 %

jeune diplômé accepté

Rémunération : 49 000 € brut / an en début de carrière – à moduler suivant l’expérience

## Avantages

## ***Extraits de la description complète du poste***

**Titre-restaurant**

**Épargne salariale**

## Description du poste

Filiale Protection et Sécurité du Groupe Crédit Agricole, Crédit Agricole Protection et Sécurité intervient en qualité de support pour ses filiales opérationnelles (NEXECUR Protection, NEXECUR Téléassistance, NEXECUR Sécurité bancaire) spécialisées dans le domaine de la protection et de la sécurité de biens et des personnes. Le Groupe apporte des solutions dans l’assistance à la personne et la protection des biens sur tous les marchés : sécurité bancaire, grandes entreprises, professionnels et particuliers.

Tourné vers l'innovation et l’Excellence du service client, Crédit Agricole Protection et Sécurité fédère aujourd’hui près de 700 collaborateurs dans différents domaines (administratif, commercial, marketing, technique, informatique…).

Nous recherchons des collaborateurs dynamiques et impliqués qui souhaitent s’investir au sein d’une entreprise en pleine expansion.

Les principales missions du Responsable de la sécurité informatique sont les suivantes :

* Elaborer et assurer le suivi des plans de mise en œuvre opérationnelle de la sécurité,Piloter et coordonner des projets de sécurité,
* Contribuer à l’élaboration de la stratégie SSI et participer à la gouvernance SSI sur son périmètre, notamment en animant le comité de sécurité opérationnel de l’entreprise,
* Contribuer au traitement des incidents SSI,
* Coordonner les plans d’audit, élaborer et assurer le suivi des plans de remédiation,
* Conseiller, sensibiliser et assister les collaborateurs, les chefs de projets et les acteurs opérationnels sur des problématiques de sécurité des SI,
* Mettre en œuvre les contrôles permanents de niveau 1 et 2.1, définis comme étant à sa charge dans le plan plan de contrôle établi par le CISO, et rendre compte des résultats au CISO de l’entreprise

Les caractéristiques du poste peuvent être amenée à évoluer en fonction de différents paramètres (changements technologiques, contraintes de marché, besoin de service, objectifs ou évolutions de l’entreprise) sans faire l’objet d’une modification systématique de la fiche de poste.

Formation de niveau I (Master, Diplôme des grandes écoles etc.) en Informatique.

Autonome et curieux d'esprit vous assurez une veille technologique régulière qui vous permet d'être force de proposition sur des solutions innovantes visant à renforcer la sécurité des systèmes.

Rigueur, capacité d'analyse et de synthèse, autonomie et fiabilité seront des atouts nécessaires pour atteindre vos objectifs et permettre au SI d'accompagner le développement du Groupe dans un contexte de transformation.

Vous faites preuve de qualités d'animation et de coordination pour mener à bien des projets transverses.

Avantages : Mutuelle, Chèque restaurant, CE, Participation/Intéressement...